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|   **VERİ AKTARIM/ PAYLAŞIM POLİTİKASI** |
| Amaç |
| 6698 sayılı Kişisel Verilerin Korunması Hakkında Kanun’un (Kanun) 8. ve 9. maddeleri gereği kişisel verilerin ‘*verilerin aktarılması/ paylaşılması’’* süreci amaçlanmaktadır.  |
| Kapsam |
| 6698 sayılı Kişisel Verilerin Korunması Hakkında Kanun’un (Kanun) 8. ve 9. maddeleri gereği muhafaza edilen bilgilerin kaybedilmesi, yetkisiz bir şekilde ifşa edilmesi, değiştirilmesi veya kaldırılması riskini en aza indirme amacıyla kişisel verilerin paylaşılması durumunda Körfez Belediyesi (Birlikte “Kurum” olarak anılacaktır) genelinde uygulanacak kurallar ile rol ve sorumlulukları belirlemektir.   |
| Hedef Grup  |
| Müdürlükler / Departmanlar   |
| Yürürlük Alanı |
| Körfez Belediyesi çalışanları, tüm iş birimleri |

 **İÇERİK** 1. Giriş ve Politikanın Amacı
2. Politikanın Kapsamı
3. Kısaltmalar ve Tanımlar
4. Sorumluluklar
5. Açıklamalar
6. Yurtdışına Aktarım
7. Kişisel Verilerin İşlenmesinde Genel İlkeler
8. Yürütme
9. Dış Referans Kısayolları
10. Önceki Versiyondaki Değişiklikler

 1. **Giriş ve Politikanın Amacı**

 Körfez Belediyesi (Kurum) iş süreçleri, personeller arasında, personel ve tedarikçi/ziyaretçi arasında veya personel ile (harici) üçüncü taraflar arasında bilgi paylaşımını gerektirir. Bu politika, Kurum tarafından muhafaza edilen bilgilerin kaybedilmesi, yetkisiz bir şekilde ifşa edilmesi, değiştirilmesi veya kaldırılması riskini en aza indirmeyi amaçlamaktadır. **2. Politikanın Kapsamı** Bu politika, bilgi paylaşımını, bu verileri paylaşmak için kullanılan yöntemleri ve fiziksel veya elektronik formatta bulunan her türlü bilgiyi kapsar. Bu politika, Veri İşleyenleri veya müşterek Veri Sorumlularının bilgi paylaşımını kapsamaktadır, bilgiler, iş birliği içinde olduğumuz araştırma şirketleri, sistem sağlayıcıları, hizmet sağlayıcıları, diğer iştiraklerimiz ve benzer kuruluşlar dahil ancak bunlarla sınırlı olmamak üzere pek çok üçüncü tarafla paylaşılmakta ve işlenmektedir. **3. Kısaltmalar ve Tanımlar** **KVKK:**Kişisel Verilerin Korunması Kanunu **Veri Sorumlusu:** Kişisel verilerin işlenme amaçlarını, araçlarını ve Veri İşleyen için yasal olarak bağlayıcı bir sözleşmenin yürürlükte olmasını sağlamak için gereklilikleri belirler. ‘Veri Sorumlusu’, kişisel verilerin işlenme amaçlarını ve araçlarını belirleyen, tek başına veya başkalarıyla birlikte çalışan gerçek veya tüzel kişi, kamu makamı veya diğer organizasyonlar anlamına gelir. **Veri İşleyen:**Veri İşleyen, bir Veri Sorumlusu adına kişisel verilerin işlenmesinden ve kişisel veriler ile ilgili işlem aktivitelerinin kayıtlarının tutulmasından sorumludur. Kendilerinden kaynaklı bir veri ihlali yaşanması halinde yasal sorumlulukları olacaktır. ‘Veri İşleyen’, gerçek veya tüzel kişi, kamu idaresi, başka bir kurum anlamına gelir. **Müşterek Veri Sorumluları:**Her iki tarafın veri işleme hakkında karar vermesi gerektiğinde Müşterek Veri Sorumluluğu doğar; Bu sorumluluk, uygun bir sözleşme / anlaşmada açıkça belirtilmeli ve kararlaştırılmalıdır. **4. Sorumluluklar** Körfez Belediyesi “Veri Sorumlusu” dur. Kurum kamu tüzel kişiliği mevcut olup veri koruma mevzuatına uyum için nihai sorumluluğa sahiptir. **4.1 Bilgi Kullanıcıları**    Kurum’un tüm çalışanları, tüm ilgili veri koruma yasa, mevzuat, tebliğ ve bu politikaya uymaktan sorumludur. Bilgilerin ilgili bireyler veya üçüncü kişilerle paylaşılması kararının alındığı durumlarda, alıcının bilginin gizliliğini ve mahremiyetini anlaması ve herhangi bir bilgi paylaşım sözleşmesinin hükümlerine uyması bilginin aktarıldığı tarafın sorumluluğundadır. **4.2 Yöneticiler ve Denetleyici Rolleri**    Yöneticiler ve denetleyici rolleri olan tüm çalışanlar, bilginin yalnızca ilgili kişilerle paylaşılmasını ve veri paylaşım anlaşmasının yürürlükte olduğunu, bu koşulların yerine getirildiğini sağlamaktan sorumludur. **4.3 Sistem Sahipleri**    Sistem sahipleri / yöneticileri, bilgi sahibi olan sistemlerin, yalnızca ilgili kişiler tarafından onaylanan bilgilerin veya yalnızca sorumlu kişilerce, 3.kişi veya kurumlarla paylaşılmasından sorumludur. **4.4 Yasal Hizmetler / Hukuk Birimi**    Hukuk İşleri Müdürlüğü, sözleşmeler ve veri paylaşımı konularında hukuki danışmanlık sağlamaktan sorumludur ve kişisel verilerin paylaşılmasını gerektiren durumlarda sözleşmeler üzerinde **Veri Koruma Görevlisi / KVKK Ekip Lideri**ile yakın bir şekilde çalışacaktır. **5. Açıklamalar****5.1** Kurum bir Veri Sorumlusudur: Veri işlemenin amaçlarını, yöntemini ve ilgili mevzuata uyulmasını sağlamaktan ve ilgili kararları almaktan sorumludur. Veri Sorumlusu olarak,**5.2** Kurum, aynı zamanda bir Veri İşleyen olarak da hareket edebilir, böyle durumlarda her bir tarafın sorumluluklarını ve yükümlülüklerini tanımlamak Veri Sorumlusunun görev sorumluluğundadır. Çalışan personel, bu anlaşmaları imzalamadan önce Kurum’un tüm gereklilikleri yerine getireceğinden ve uygun sorumluluk düzeyini kabul edebileceğinden emin olmalıdır.**5.3** Kurum kendi adına kişisel verileri işlemek için bir Veri İşleyen kullandığı zaman, tüm personellerin her bir tarafın sorumluluklarını ve yükümlülüklerini ortaya koyan yazılı bir sözleşme imzalandığından emin olmalıdır. 1. Sözleşmeler, veri işleme güvenliğini sağlamak için, Veri İşleyenlerin uygun önlemleri almasını ve ilgili kişilerin KVKK kapsamı altındaki hakları ile ilgili maddeler içermelidir.
2. Herhangi bir kişisel veri paylaşılacağı durumlarda sözleşmeler KVKK gerekliliklerini karşılamalıdır.
3. Veri Sorumluları, Veri konusu kişi grubunun (İlgili Kişilerin) haklarının ve verilerinin KVKK kapsamında karşılandığı ve işlendiği konusunda Veri İşleyene gerekli garantiyi sağlamalıdır.
4. **Veri İşleyenler, bir Veri Sorumlusunun sadece yazılı talimatları ile hareket etmelidir.** KVKK kapsamında bazı doğrudan sorumluluklara sahip olacaklardır ve uymadıkları takdirde cezalara veya diğer yaptırımlara tabi olabilirler.
5. Veri İşleyenlerle açık ve kapsamlı sözleşmeler yapmak, herkesin veri koruma yükümlülüklerini anladığından emin olunmasına yardımcı olur.

 **5.4** Tüm personel, verilerin yurtdışına aktarımı konularında bu politikanın 6. Bölümünde tanımlanan uygun yöntemlere göre hareket ettiklerinden emin olmalıdır. **6. Yurtdışına Aktarım** **6.1**KVKK, kişisel verilerin Kişisel Verileri Koruma Kurulu’nun güvenli ülke kategorisi dışındaki üçüncü şahıslara veya uluslararası kuruluşlara kişisel verilerin aktarılması ile ilgili kısıtlamalar getirmektedir. **6.2** Bu kısıtlamalar, KVKK tarafından kişilerin korunma düzeyinin zarar görmemesini sağlamak için yürürlüktedir. **6.3** Kişisel veriler, Kanun’da belirtilen hallerin varlığında (Kanun’un 5. maddesinin 2. fıkrası ile 6. maddesinin 3. fıkrasında belirtilen şartlar) veri aktarılacak ülkede yeterli korumanın bulunmaması halinde (Kurul tarafından güvenli kabul edilmeyen ülkeler), yeterli korumanın yazılı olarak taahhüt edilmesi ve Kurul’un izninin bulunması durumlarında gerçekleştirilebilir. **6.4** Kişisel veri sahibinin açık rızası var ise veya**6.5** Kişisel veri sahibinin açık rızası yok ise aşağıdaki hallerden birinin varlığı ve ayrıca aktarımın yapılacağı ülke, ülke içerisindeki sektörler veya uluslararası kuruluşlar hakkında yeterlilik kararı bulunması halinde, veri sorumluları ve veri işleyenler tarafından yurt dışına aktarılmaktadır:1. Kanunlarda kişisel verinin aktarılacağına ilişkin açık bir düzenleme var ise,
2. Kişisel veri sahibinin veya başkasının hayatı veya beden bütünlüğünün korunması için zorunlu ise ve kişisel veri sahibi fiili imkânsızlık nedeniyle rızasını açıklayamayacak durumda ise veya rızasına hukuki geçerlilik tanınmıyorsa;
3. Bir sözleşmenin kurulması veya ifasıyla doğrudan doğruya ilgili olmak kaydıyla sözleşmenin taraflarına ait kişisel verinin aktarılması gerekli ise,
4. Şirketimizin hukuki yükümlülüğünü yerine getirmesi için kişisel veri aktarımı zorunlu ise,
5. Kişisel veriler, kişisel veri sahibi tarafından alenileştirilmiş ise,
6. Kişisel veri aktarımı bir hakkın tesisi, kullanılması veya korunması için zorunlu ise,
7. Kişisel veri sahibinin temel hak ve özgürlüklerine zarar vermemek kaydıyla, Şirketimizin meşru menfaatleri için kişisel veri aktarımı zorunlu ise.

 **6.6** Kişisel veriler, yeterlilik kararının bulunmaması durumunda, yukarıda belirtilen şartlardan birinin varlığı, ilgili kişinin aktarımın yapılacağı ülkede de haklarını kullanma ve etkili kanun yollarına başvurma imkânının bulunması kaydıyla, aşağıda belirtilen uygun güvencelerden birinin taraflarca sağlanması halinde kişisel veriler yurt dışına aktarılmaktadır: a) Yurt dışındaki kamu kurum ve kuruluşları veya uluslararası kuruluşlar ile Türkiye’deki kamu kurum ve kuruluşları veya kamu kurumu niteliğindeki meslek kuruluşları arasında yapılan uluslararası sözleşme niteliğinde olmayan anlaşmanın varlığı ve Kurul tarafından aktarıma izin verilmesi. b) Ortak ekonomik faaliyette bulunan teşebbüs grubu bünyesindeki şirketlerin uymakla yükümlü oldukları, kişisel verilerin korunmasına ilişkin hükümler ihtiva eden ve Kurul tarafından onaylanan bağlayıcı şirket kurallarının varlığı.c) Kurul tarafından ilan edilen, veri kategorileri, veri aktarımının amaçları, alıcı ve alıcı grupları, veri alıcısı tarafından alınacak teknik ve idari tedbirler, özel nitelikli kişisel veriler için alınan ek önlemler gibi hususları ihtiva eden standart sözleşmenin varlığı. ç) Yeterli korumayı sağlayacak hükümlerin yer aldığı yazılı bir taahhütnamenin varlığı ve Kurul tarafından aktarıma izin verilmesi.  **6.7** Yeterlilik kararının bulunmaması ve yukarıda sayılan uygun güvencelerden herhangi birinin sağlanamaması durumunda, arızi olmak kaydıyla sadece aşağıdaki hallerden birinin varlığı halinde yurt dışına kişisel veri aktarılmaktadır: a) İlgili kişinin, muhtemel riskler hakkında bilgilendirilmesi kaydıyla, aktarıma açık rıza vermesi. b) Aktarımın, ilgili kişi ile veri sorumlusu arasındaki bir sözleşmenin ifası veya ilgili kişinin talebi üzerine alınan sözleşme öncesi tedbirlerin uygulanması için zorunlu olması. c) Aktarımın, ilgili kişi yararına veri sorumlusu ve diğer bir gerçek veya tüzel kişi arasında yapılacak bir sözleşmenin kurulması veya ifası için zorunlu olması. ç) Aktarımın üstün bir kamu yararı için zorunlu olması. d) Bir hakkın tesisi, kullanılması veya korunması için kişisel verilerin aktarılmasının zorunlu olması.e) Fiili imkânsızlık nedeniyle rızasını açıklayamayacak durumda bulunan veya rızasına hukuki geçerlilik tanınmayan kişinin kendisinin ya da bir başkasının hayatı veya beden bütünlüğünün korunması için kişisel verilerin aktarılmasının zorunlu olması. f) Kamuya veya meşru menfaati bulunan kişilere açık olan bir sicilden, ilgili mevzuatta sicile erişmek için gereken şartların sağlanması ve meşru menfaati olan kişinin talep etmesi kaydıyla aktarım yapılması.**7. Kişisel Verilerin İşlenmesi Genel ilkeler** **6698 Sayılı Kişisel Verilerin Korunması Kanunu Md. 4**     (1) Kişisel veriler, ancak bu Kanunda ve diğer kanunlarda öngörülen usul ve esaslara uygun olarak işlenebilir.     (2) Kişisel verilerin işlenmesinde aşağıdaki ilkelere uyulması zorunludur:        a) Hukuka ve dürüstlük kurallarına uygun olma.        b) Doğru ve gerektiğinde güncel olma.        c) Belirli, açık ve meşru amaçlar için işlenme.        ç) İşlendikleri amaçla bağlantılı, sınırlı ve ölçülü olma.        d) İlgili mevzuatta öngörülen veya işlendikleri amaç için gerekli olan süre kadar muhafaza edilme. **8. Yürütme** Bu politika, bunlarla sınırlı olmamakla birlikte, ilgili diğer Kurum politikaları ve dokümanları ile birlikte kullanılmalıdır:      - Kişisel Verilerin Korunması ve İşlenmesi Politikası     - Var ise Bilgi Güvenliği Politikası (IS0 27001) **9. Dış Referans Kısa Yolları** Kişisel Verilerin Korunması Kanunu, Yönetmelikler, Tebliğler, Kurul Kararları ve sair mevzuatlar. **10. Önceki Versiyondaki Değişiklikler** Versiyon 2 ile Mevzuat değişikliğine uyumlu hale getirilmiştir. |
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